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STUDENT DIRECTIONS PART ONE--
Cameras in Public Places Performance Task

Your school is hosting a student conference examining some of the major social issues that concern Americans. The conference will be attended by students, teachers, parents, as well as adults from the community. Your class has been exploring the concern about the balance between privacy and security and you have been focusing on the issue of using security cameras in public places.  

Directions for beginning:
As part of your initial research, you have uncovered four sources that address positive and negative aspects of the use of surveillance cameras in public places. Review your sources to identify the major components of the issue and decide how you feel about them. You are encouraged to take notes to help you read and think about the issue.



Source #1—A news article
Surveillance Cameras in Public Spaces
Even after the identification of the Boston bombing1suspects through grainy security-camera images, officials say that blanketing a city in surveillance cameras can create as many problems as it solves.

A network of cameras on city streets and other public spaces increases the chances of capturing a criminal on video but can generate a large amount of evidence to sift through. The cameras make some people feel more secure, knowing that bad guys are being watched. But privacy advocates and other citizens are uneasy with the idea that Big Brother2 is monitoring their every public move.

Sophisticated Surveillance
Every person who walks into almost any bank in the United States is being captured on video by a closed-circuit television system (CCTV).  In fact, many stores and semi-public establishments of all kinds use CCTV.

They don’t need permits or have to suspect anyone on tape of being harmful. They record everyone — just in case.

Video surveillance technology is as much a part of life as the Internet. Law enforcement agencies worldwide have been using CCTV for more than a decade, and often it does help governments put people in jail.

Modern public video surveillance systems consist of cameras linked together and spread out over public spaces.

Some of the newest cameras are equipped with technologies like high resolution and magnification, motion detection, night time vision, and facial recognition — all linked to a powerful network capable of automated tracking, storing, and identifying suspicious behavior.

The latest software can identify objects by shape, size and color. It can read license plates and recognize cars. When it comes to people, it can detect their gender, approximate age, mood and other information. It automatically zooms in on any person's face and identifies them based on things like the distance between their eyes or the shape of their nose.

All that information is stored in a database. Big clues that would take a traditional investigator untold hours of watching video to uncover can be found with a 15-second search.

For example, they could do a search for anyone who entered a 7-Eleven store between 8 and 11 p.m. on a specific night, pull up the times that certain cars have entered and left a parking lot, or ask for images of every person who has entered a certain building over the past year.

Privacy Concerns
Civil-liberties activists are concerned about how this technology could be abused. With cameras in many cities all connecting to the same database, a person's movements can be tracked across states or continents. For example, it could be used to single out a person attending multiple political protests.

"We like to think we have some privacy in our lives, that we can go places that we don't necessarily want the government to know about," said Jennifer Lynch, an attorney at the Electronic Frontier Foundation, an Internet civil-liberties group. "What concerns me is if all of those cameras get linked together at some point, and if we apply facial recognition on the back end, we'll be able to track people wherever they go."

For now it’s unlikely the government will be able to tap into private databases anytime soon, but it's still a cause for concern down the line, privacy advocates say. Facebook has the largest facial-recognition database in the world, a potentially rich collection of data for any government agency.

Another worry is the misidentification of suspects. Shipp acknowledges that these systems can make mistakes but says the computers aren't there to take over for humans but to assist investigators by weeding out useless information.

The Boston Marathon bombing case, in which police successfully matched their own videos with those from stores and individuals to identify the bombers, has sparked new interest in upgrading video surveillance. It also has increased interest in facial-recognition tools that improve video images so they can be compared with databases such as driver’s license photos.

Privacy in the public arena is becoming a thing of the past. A September 2012 Wall Street Journalarticle said, “Data about a typical American is collected in more than 20 different ways during everyday activities.”

 

 

1. On April 15, 2013, two brothers set off pressure cooker bombs at the finish line of the Boston Marathon. The bombings killed 3 people and injured hundreds of others.

2. Big Brother is the name of the character who runs the government in George Orwell’s novel 1984.  In the novel people are watched all the time with cameras in their homes, on the street, and at work.  The term “Big Brother” is now commonly used by people to describe a government they feel is taking away the privacy of citizens.

 

 

adapted from “Many Cameras, Little Privacy” by Walter Pincus, The Washington Post and “After Boston: The Pros and Cons of Surveillance Cameras” by Heather Kelly, CNN.

Source Two: I have uploaded a different clip than is on the eTUSD website.  

Unfortunately, eTUSD only provided the link, not the URL.  The clip I uploaded is on the same subject, so it’s not going to make a difference.  
Source #2—a video clip from CNN News

http://www.voanews.com/content/boston-bombing-sparks-surveillance-camera-debate/1648071.html 
 Source #3--an opinion essay from an online magazine
Life in the Fishbowl
In the future, most people will live in a total surveillance state – and some of us might even like it.
 

Suppose you’re walking home one night, alone, and you decide to take a shortcut through a dark alley. You make it halfway through, when suddenly you hear some drunks stumbling behind you. Some of them are shouting curses. They look large and powerful, and there are several of them. Nonetheless, you feel safe, because you know someone is watching. 

You know this because you live in the future where surveillance is everywhere. Governments and large corporations have spread cameras, microphones and other tracking devices all across the world, and they can store and process oceans of surveillance data in real time. Big Brother not only watches your whole life, he analyzes it. It may sound like a nightmare — but it might be inevitable. So far, attempts to control surveillance have generally failed. We could be headed toward a future like this, and maybe it won’t be so bad.

Maybe we should start preparing, and not just by worrying or trying to stop surveillance. We ought to do some hard thinking about its positive aspects. Being aware of the negatives of mass surveillance is important, but many people are already addressing that. Instead, let’s explore its possible benefits.

The first, and most obvious, advantage of mass surveillance is a huge reduction in crime. Currently the evidence whether surveillance does this is unclear; cameras, for instance, seem to have an effect on property crime, but not on incidences of violence. But today’s world is very different from a world where automatically analyzed surveillance devices are everywhere.

If done right, surveillance everywhere might get rid off certain types of crime almost entirely. People respond well to unavoidable consequences, especially those that happen quickly. Few people would commit easily viewed crimes such as assault or breaking into houses, if it meant being handcuffed within minutes. This kind of police capability would require not only sensors capable of recording crimes, but also advanced computers capable of detecting crimes quickly. In theory, they would be able to alert the police immediately, while the crime was still ongoing. This prompt police response would quickly put an end to most crime. 

If surveillance recordings were stored for later analysis, other types of crimes could be stopped as well, because perpetrators would fear later discovery and punishment. We could expect crimes such as corruption to vanish, because bribes would become dangerous for those who are constantly under watch. We would likely see a similar reduction in police brutality. Already video recording, mobile and otherwise, has already begun to expose such incidents.

Mass surveillance would also help stop all kinds of abuses that currently aren’t reported because the abuser has power over the abused--things like child abuse or bosses forcing workers to work unpaid overtime.

Everyday human interactions would be changed in many ways. Lying and hypocrisy would become practically impossible because everyone can be seen all the time, so no one would be able to project a false image of themselves.

With people more open and honest, the world might be more trusting.  With people more trusting, and less fearful, of each other, we could become more willing to help out, more considerate, more willing to take part in common projects. Yes, these potential benefits aren’t the whole story on mass surveillance, and I would never argue that they outweigh the potential downsides. But if we’re headed into a future with surveillance everywhere, we’d better think about the possible upsides. Because governments might not create these benefits willingly — we will have to make sure to demand them.

Adapted from Life in the Fishbowl by Stuart Armstrong.  Aeon Magazine.  September 30, 2013.



Source #4--an editorial from a newspaper
Surveillance Cameras Aren’t All That...

There’s more to the story than Boston
Video surveillance cameras have been growing in popularity for years, but in recent weeks their advance has gotten a turbo boost. After helping to identify two suspects in the Boston Marathon bombings, the cameras went from occasionally desirable to universally vital.

Chicago already has some 10,000 cameras and Mayor Rahm Emanuel said the city will keep on adding cameras. New York Mayor Michael Bloomberg has taken a similar tack: "You wait — in five years, the technology is getting better, there will be cameras every place."

The public seems fine with that. A recent New York Times/CBS News poll found that 78 percent of Americans welcome video monitoring.

It was seen as useful before, but the Boston attack increased interest. Three days afterward, police released images of the suspects, which apparently flushed them out. The next day, one of them was dead and the other was in custody.

There is no doubt that the cameras were a big help this time. But that doesn't mean they are generally a good idea — much less a crucial tool in fighting terrorism and crime.

Surveillance cameras were originally thought to be a strong deterrent, scaring away bad guys fearful of being caught on tape. But these devices have a disappointing record in action. In some places, they noticeably reduce crime. In others, they have the same effect as a potted plant.

In the Boston bombings, the cameras utterly failed in their preventive function. Not only did the bombings occur; they occurred in perhaps the most heavily photographed spot in America that day. Besides the permanent video cameras in operation, hundreds of spectators with cellphones were eagerly capturing the scene.

The killers could hardly have been unaware of their exposure. They apparently chose the finish of the marathon precisely because of all the people and lenses that would be there when the explosives detonated. They made no effort to hide or disguise their faces to minimize the risk of being identified....

Adding more cameras won’t guarantee better results. If you put out a couple of mousetraps, you may catch some mice. If you put out dozens, you may not catch many more. The second 10,000 cameras won't add nearly as much crime-fighting value as the first 10,000 — or possibly even the first 1,000.

Supporters may ask: What's the harm? One drawback is that taxpayers are not composed of cash. Buying a camera costs money; so does maintaining it and monitoring the images it generates. A dollar spent on surveillance video is a dollar that can't be spent on foot patrols, police training, DNA tests or streetlights.

Another is that cameras contribute greatly to the steady erosion of personal privacy. Americans generally don’t pay attention to this phenomenon because they don’t pay attention to the many cameras watching them in the course of a day. If each of us had a little alarm that went off every time we came into camera range, we might be less agreeable to the monitoring.[image: image1.png]



Of course, the impact varies depending on who you are. A typical middle-aged white male can count on being largely ignored by the cops watching live video feeds. In camera-rich Britain, it turns out, the eyes in the control room tend to focus on two groups: dark-skinned young males and attractive young females.

Cameras may also make us more open to more serious monitoring later. If video feeds are so great, why not add audio? If you can stand being watched whenever you leave home, surely you won't mind if every word is heard as well. And how about a tiny drone hovering over your front door, round the clock — for the rest of your life?

Enthusiasts for electronic surveillance may say: If you have nothing to hide, you have nothing to fear. But there's a reason people don't live in glass houses.

Adapted from Surveillance Cameras Aren’t All That... by Steve Chapman.  Chicago Tribune News. May 5, 2013.

HERE IS THE PROMPT:

STUDENT DIRECTIONS PART TWO--It is recommended that you take a break between Part One and Part Two.  When you are ready to begin Part Two, please read the following.
Task:

The conference on social issues in America is only a few days a way and excitement is growing. During the conference there will be small group sessions on different issues. Some students have been chosen to present at the conference, and your History teacher has chosen you to present on the issue of cameras in public spaces. Each session will explore an important issue and focus on the things that Americans should think about when making decisions about the issue in the future.

The sessions will be attended by 15-20 students along with some teachers and other adults from the community. You have been asked to communicate your findings about the use of cameras in public places. Your task is to communicate the key things that Americans should consider when making decisions about cameras in public places, and to include your opinion about them. After you have presented, your paper will be posted on the class website so other people who couldn't attend your session will be able to read your findings.

Use the space below to write what you will say to the group. Be sure to include the major things that should be considered about this issue as well as your opinion about them. Organize in a way that will clearly communicate what you wish to say to the group. Remember to write clearly and completely so someone reading your paper later will understand your ideas.

